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1. ПАСПОРТ РАБОЧЕЙ ПРОГРАММЫ УЧЕБНОЙ ДИСЦИПЛИНЫ

	Безопасность жизнедеятельности


наименование дисциплины

1.1.
Область применения рабочей программы
Рабочая программа учебной дисциплины является частью программы подготовки специалистов среднего звена в соответствии с ФГОС СПО 10.02.04 Обеспечение информационной безопасности телекоммуникационных систем, входящей в укрупненную группу специальностей 10.00.00 Информационная безопасность.
Рабочая программа учебной дисциплины может быть использована в дополнительном профессиональном образовании и в программах профессиональной подготовки обучающихся укрупненной группы специальностей 10.00.00 Информационная безопасность.
1.2.
Место дисциплины в структуре программы подготовки специалистов среднего звена
Учебная дисциплина «Безопасность жизнедеятельности» принадлежит к общепрофессиональному циклу и связана с учебными дисциплинами:

- Инженерная и компьютерная графика;

- Электротехника;

- Электроника и схемотехника;
- Основы информационной безопасности

- Основы алгоритмизации и программирования;
- Экономика и управление;

- Организационное и правовое обеспечение информационной безопасности;

- Вычислительная техника;

- Интеллектуальные информационные системы;

- Интегрированные информационно-управляющие компьютерные системы;

с профессиональными модулями:

- Эксплуатация информационно-телекоммуникационных систем и сетей;
- Защита информации в информационно-телекоммуникационных системах и сетях с использованием программных и программно-аппаратных (в том числе, криптографических) средств защиты;
- Защита информации в информационно-телекоммуникационных системах и сетях с использованием технических средств защиты;
- Технология эксплуатации сетей электросвязи.

1.3.
Цели и задачи дисциплины – требования к результатам освоения дисциплины
В результате освоения дисциплины обучающийся должен уметь: 

- организовывать и проводить мероприятия по защите работающих и населения от негативных воздействий чрезвычайных ситуаций; 


- предпринимать профилактические меры для снижения уровня опасностей различного вида и их последствий в профессиональной деятельности и быту; 


- использовать средства индивидуальной и коллективной защиты от оружия массового поражения; 


- применять первичные средства пожаротушения; 


- ориентироваться в перечне военно-учетных специальностей и самостоятельно определять среди них родственные полученной специальности; 


- применять профессиональные знания в ходе исполнения обязанностей военной службы на воинских должностях в соответствии с полученной специальностью; 


- владеть способами бесконфликтного общения и саморегуляции в повседневной деятельности и экстремальных условиях военной службы; 


- оказывать первую помощь пострадавшим; 

В результате освоения дисциплины обучающийся должен знать: 

- принципы обеспечения устойчивости объектов экономики, прогнозирования развития событий и оценки последствий при техногенных чрезвычайных ситуациях и стихийных явлениях, в том числе в условиях противодействия терроризму как серьезной угрозе национальной безопасности России; 


- основные виды потенциальных опасностей и их последствия в профессиональной деятельности и быту, принципы снижения вероятности их реализации; 


- основы военной службы и обороны государства; 


- задачи и основные мероприятия гражданской обороны; 


- способы защиты населения от оружия массового поражения; 


- меры пожарной безопасности и правила безопасного поведения при пожарах; 


- организацию и порядок призыва граждан на военную службу и поступления на нее в добровольном порядке; 


-основные виды вооружения, военной техники и специального снаряжения, состоящие на вооружении (оснащении) воинских подразделений, в которых имеются военно-учетные специальности, родственные специальностям СПО; 


- порядок и правила оказания первой помощи пострадавшим. 

В результате освоения учебной дисциплины у обучающегося должны формироваться общие компетенции, включающие в себя способность:

ОК 1. Выбирать способы решения задач профессиональной деятельности, применительно к различным контекстам.

ОК 2. Осуществлять поиск, анализ и интерпретацию информации, необходимой для выполнения задач профессиональной деятельности.
ОК 3. Планировать и реализовывать собственное профессиональное и личностное развитие.
ОК 4. Работать в коллективе и команде, эффективно взаимодействовать с коллегами, руководством, клиентами.

ОК 5. Осуществлять устную и письменную коммуникацию на государственном языке с учетом особенностей социального и культурного контекста.
ОК 6. Проявлять гражданско-патриотическую позицию, демонстрировать осознанное поведение на основе общечеловеческих ценностей.
ОК 7. Содействовать сохранению окружающей среды, ресурсосбережению, эффективно действовать в чрезвычайных ситуациях.
ОК 8. Использовать средства физической культуры для сохранения и укрепления здоровья в процессе профессиональной деятельности и поддержание необходимого уровня физической подготовленности.
ОК 9. Использовать информационные технологии в профессиональной деятельности.

ОК 10. Пользоваться профессиональной документацией на государственном и иностранном языке.
ПК 1.1. Производить монтаж, настройку и поверку функционирования и конфигурирования оборудования информационно-телекоммуникационных систем и сетей. 
ПК 1.2. Осуществлять диагностику технического состояния, поиск неисправностей и ремонт оборудования информационно-телекоммуникационных систем и сетей.

ПК 1.3. Проводить техническое обслуживание оборудования информационно-телекоммуникационных систем и сетей.
ПК 1.4. Осуществлять контроль функционирования информационно-телекоммуникационных систем и сетей.
ПК 2.1. Производить установку, настройку, испытания и конфигурирование программных и программно-аппаратных, в том числе криптографических средств защиты информации от несанкционированного доступа и специальных воздействий в оборудование информационно-телекоммуникационных систем и сетей.
ПК 2.2. Поддерживать бесперебойную работу программных и программно-аппаратных, в том числе и криптографических средств защиты информации в информационно-телекоммуникационных системах и сетях.
ПК 2.3. Осуществлять защиту информации от несанкционированных действий и специальных воздействий в информационно-телекоммуникационных системах и сетях с использованием программных и программно-аппаратных, в том числе криптографических средств в соответствии с предъявленными требованиями.

ПК 3.1. Производить установку, монтаж, настройку и испытания технических средств защиты информации от утечки по техническим каналам в информационно-телекоммуникационных системах и сетях.

ПК 3.2. Проводить техническое обслуживание, диагностику, устранение неисправностей и ремонт технических средств защиты информации, используемых в информационно-телекоммуникационных системах и сетях.
ПК 3.3. Осуществлять защиту информации от утечки по техническим каналам в информационно-телекоммуникационных системах и сетях с использованием технических средств защиты в соответствии с предъявляемыми требованиями.

ПК 3.4. Проводить отдельные работы по физической защите линий связи  информационно-телекоммуникационных систем и сетей.
Планируемые результаты освоения дисциплины

	Код ПК, ОК
	Умения
	Знания

	ОК 01.
	Распознавать задачу и/или проблему в профессиональном и/или социальном контексте; анализировать задачу и/или проблему и выделять её составные части; определять этапы решения задачи; выявлять и эффективно искать информацию, необходимую для решения задачи и/или проблемы; составить план действия; определить необходимые ресурсы; владеть актуальными методами работы в профессиональной и смежных сферах; реализовать составленный план; оценивать результат и последствия своих действий (самостоятельно или с помощью наставника)
	Актуальный профессиональный и социальный контекст, в котором приходится работать и жить; основные источники информации и ресурсы для решения задач и проблем в профессиональном и/или социальном контексте; алгоритмы выполнения работ в профессиональной и смежных областях; методы работы в профессиональной и смежных сферах; структуру плана для решения задач; порядок оценки результатов решения задач профессиональной деятельности

	ОК 02.
	Определять задачи поиска информации; определять необходимые источники информации; планировать процесс поиска; структурировать получаемую информацию; выделять наиболее значимое в перечне информации; оценивать практическую значимость результатов поиска; оформлять результаты поиска
	Номенклатура информационных источников, применяемых в профессиональной деятельности; приемы структурирования информации; формат оформления результатов поиска информации

	ОК 03.
	Определять актуальность нормативно-правовой документации в профессиональной деятельности; выстраивать траектории профессионального и личностного развития
	Содержание актуальной нормативно-правовой документации; современная научная и профессиональная терминология; возможные траектории профессионального развития и самообразования

	ОК 04.
	Организовывать работу коллектива и команды; взаимодействовать с коллегами, руководством, клиентами
	Психология коллектива; психология личности; основы проектной деятельности

	ОК 05.
	Излагать свои мысли на государственном языке; оформлять документы.
	особенности социального и культурного контекста; правила оформления документов

	ОК 06.
	Описывать значимость своей профессии; презентовать структуру профессиональной деятельности по профессии (специальности)
	Сущность гражданско-патриотической позиции; общечеловеческие ценности; правила поведения в ходе выполнения профессиональной деятельности

	ОК 07.
	Соблюдать нормы экологической безопасности; определять направления ресурсосбережения в рамках профессиональной деятельности по профессии (специальности)
	Правила экологической безопасности при ведении профессиональной деятельности; основные ресурсы, задействованные в профессиональной деятельности; пути обеспечения ресурсосбережения

	ОК 08.
	Использовать физкультурно-оздоровительную деятельность для укрепления здоровья, достижения жизненных и профессиональных целей; применять рациональные приемы двигательных функций в профессиональной деятельности; пользоваться средствами профилактики перенапряжения характерными для данной профессии (специальности)
	Роль физической культуры в общекультурном, профессиональном и социальном развитии человека; основы здорового образа жизни; условия профессиональной деятельности и зоны риска физического здоровья для профессии (специальности); средства профилактики перенапряжения.

	ОК 09.
	Применять средства информационных технологий для решения профессиональных задач; использовать современное программное обеспечение
	Современные средства и устройства информатизации; порядок их применения и программное обеспечение в профессиональной деятельности

	ОК 10.
	Понимать общий смысл четко произнесенных высказываний на известные темы (профессиональные и бытовые), понимать тексты на базовые профессиональные темы; участвовать в диалогах на знакомые общие и профессиональные темы; строить простые высказывания о себе и о своей профессиональной деятельности; кратко обосновывать и объяснить свои действия (текущие и планируемые); писать простые связные сообщения на знакомые или интересующие профессиональные темы
	Правила построения простых и сложных предложений на профессиональные темы; основные общеупотребительные глаголы (бытовая и профессиональная лексика); лексический минимум, относящийся к описанию предметов, средств и процессов профессиональной деятельности; особенности произношения; правила чтения текстов профессиональной направленности

	ПК 1.1. 
	Осуществлять техническую эксплуатацию линейных сооружений связи; производить монтаж кабельных линий и оконечных кабельных устройств; настраивать, эксплуатировать и обслуживать оборудование ИТКС; осуществлять подключение, настройку мобильных устройств и распределенных сервисов ИТКС; производить испытания, проверку и приемку оборудования ИТКС; производить монтаж кабельных линий и оконечных кабельных устройств ИТКС; применять средства измерений характеристик функционирования электрических цепей и сигналов ИТКС
	Принципов построения и основных характеристик ИТКС; принципов передачи информации в ИТКС; видов и характеристик сигналов в ИТКС; видов помех в каналах связи ИТКС и методов защиты от них; разновидностей линий передач, конструкции и характеристик электрических и оптических кабелей связи; технологий и оборудования удаленного доступа в ИТКС; принципов построения, основные характеристики активного сетевого и коммуникационного оборудования ИТКС; основных характеристик типовых измерительных  приборов и правил работы с ними

	ПК 1.2. 
	Осуществлять подключение, настройку мобильных устройств и распределенных сервисов ИТКС; производить испытания, проверку и приемку оборудования ИТКС; осуществлять  диагностику технического состояния ИТКС; применять средства измерений характеристик функционирования электрических цепей и сигналов ИТКС
	Принципов построения и основных характеристик ИТКС; принципы передачи информации в ИТКС; разновидностей линий передач, конструкций и характеристик электрических и оптических кабелей связи; технологий и оборудования удаленного доступа в ИТКС; периодичности выполнения поверок контрольно-измерительной аппаратуры; требований метрологического обеспечения функционирования ИБТКС

	ПК 1.3. 
	Осуществлять техническую эксплуатацию линейных сооружений связи; проверять функционирование, производить регулировку и контроль основных параметров источников питания радиоаппаратуры; производить настройку программного обеспечения коммутационного оборудования защищенных телекоммуникационных систем; производить контроль параметров функционирования ИТКС
	Принципов построения и основных характеристик ИТКС; видов и характеристик сигналов в ИТКС; разновидностей линий передач, конструкции и характеристик электрических и оптических кабелей связи; принципов построения, основных характеристик активного сетевого и коммуникационного оборудования ИТКС; принципов организации технической эксплуатации ИТКС

	ПК 1.4.
	Осуществлять техническую эксплуатацию линейных сооружений связи; настраивать, эксплуатировать и обслуживать оборудование ИТКС; производить испытания, проверку и приемку оборудования ИТКС; проводить работы по техническому обслуживанию, диагностике технического состояния и ремонту оборудования ИТКС; осуществлять техническую эксплуатацию приемо-передающих устройств; оформлять эксплуатационно-техническую документацию
	Принципов построения и основных характеристик ИТКС; принципов передачи информации в ИТКС; видов и характеристик сигналов в ИТКС; видов помех в каналах связи ИТКС и методов защиты от них; принципов построения, основных характеристик активного сетевого и коммуникационного оборудования ИТКС; спецификацию изделий, комплектующих, запасного имущества и принадлежностей ИТКС

	ПК 2.1. 
	Выявлять и оценивать угрозы безопасности информации в ИТКС; настраивать и применять средства защиты информации в операционных системах, в том числе средства антивирусной защиты; проводить установку и настройку программных и программно-аппаратных (в том числе криптографических) средств защиты информации; проводить конфигурирование программных и программно-аппаратных (в том числе криптографических) средств защиты информации
	Способов защиты информации от несанкционированного доступа (далее – НСД) и специальных воздействий на нее; типовых программных и программно-аппаратных средств защиты информации в ИТКС; криптографических средств защиты информации конфиденциального характера, которые применяются в ИТКС

	ПК 2.2. 
	Выявлять и оценивать угрозы безопасности информации в ИТКС; проводить контроль показателей и процесса функционирования программных и программно-аппаратных (в том числе криптографических) средств защиты информации; проводить восстановление процесса и параметров функционирования программных и программно-аппаратных (в том числе криптографических) средств защиты информации; проводить техническое обслуживание и ремонт программно-аппаратных (в том числе криптографических) средств защиты информации
	Возможных угроз безопасности информации в ИТКС; способов защиты информации от НСД и специальных воздействий на нее; порядка тестирования функций программных и программно-аппаратных (в том числе криптографических) средств защиты информации; организации и содержания технического обслуживания и ремонта программно-аппаратных (в том числе криптографических) средств защиты информации; порядка и правил ведения эксплуатационной документации на программные и программно-аппаратные (в том числе криптографические) средства защиты информации

	ПК 2.3. 
	Выявлять и оценивать угрозы безопасности информации в ИТКС;  настраивать и применять средства защиты информации в операционных системах, в том числе средства антивирусной защиты; проводить конфигурирование программных и программно-аппаратных (в том числе криптографических) средств защиты информации
	Возможных угроз безопасности информации в ИТКС; способов защиты информации НСД и специальных воздействий на нее; типовых программных и программно-аппаратных средств защиты информации в ИТКС; криптографических средств защиты информации конфиденциального характера, которые применяются в ИТКС; порядка и правил ведения эксплуатационной документации на программные и программно-аппаратные (в том числе криптографические) средства защиты информации

	ПК 3.1. 
	Проводить установку, монтаж, настройку и испытание технических средств защиты информации от утечки по техническим каналам; применять нормативные правовые акты и нормативные методические документы в области защиты информации
	Способов защиты информации от утечки по техническим каналам с использованием технических средств защиты; основных типов технических средств защиты информации от утечки по техническим каналам; законодательства в области информационной безопасности, структуру государственной системы защиты информации, нормативных актов уполномоченных органов исполнительной власти, национальных стандартов и других методических документов в области информационной безопасности

	ПК 3.2. 
	Проводить установку, монтаж, настройку и испытание технических средств защиты информации от утечки по техническим каналам;

проводить техническое обслуживание, устранение неисправностей и ремонт технических средств защиты информации от утечки по техническим каналам; применять нормативные правовые акты и нормативные методические документы в области защиты информации
	Основных типов технических средств защиты информации от утечки по техническим каналам; организацию и содержание технического обслуживания и ремонта технических средств защиты информации от утечки по техническим каналам; порядка и правил ведения эксплуатационной документации на технические средства защиты информации от утечки по техническим каналам

	ПК 3.3. 
	Проводить измерение параметров фоновых шумов и ПЭМИН, создаваемых оборудованием ИТКС; проводить измерение параметров электромагнитных излучений и токов, создаваемых техническими средствами защиты информации от утечки по техническим каналам; применять нормативные правовые акты и нормативные методические документы в области защиты информации
	Способов защиты информации от утечки по техническим каналам с использованием технических средств защиты; основных типов технических средств защиты информации от утечки по техническим каналам; методик измерения параметров побочных электромагнитных излучений и наводок (далее – ПЭМИН), а также параметров фоновых шумов и физических полей, создаваемых техническими средствами защиты информации от утечки по техническим каналам; порядка и правил ведения эксплуатационной документации на технические средства защиты информации от утечки по техническим каналам

	ПК 3.4.
	Применять технические средства для защиты информации в условиях применения мобильных устройств обработки и передачи данных.
	Номенклатуру применяемых средств защиты информации от несанкционированной утечки по техническим каналам.


1.4.
Рекомендуемое количество часов на освоение программы дисциплины
Максимальная учебная нагрузка обучающегося 69 часов, в том числе:

Обязательная аудиторная учебная нагрузка обучающегося 66 часов; самостоятельная работа обучающегося 3 часа.
2. СТРУКТУРА И СОДЕРЖАНИЕ УЧЕБНОЙ ДИСЦИПЛИНЫ

2.1. Объем учебной дисциплины и виды учебной работы

	Вид учебной деятельности
	Объем часов

	Максимальная учебная нагрузка (всего)
	69

	Обязательная аудиторная учебная нагрузка (всего)
	66

	в том числе:

	- лабораторные работы
	не предусмотрено

	- практические занятия
	28

	- курсовая работа (проект)
	не предусмотрено

	Самостоятельная работа обучающего
	3

	в том числе:

	- самостоятельная работа над курсовой работой (проектом)
	не предусмотрено

	- создать презентацию.
	3

	Итоговая аттестация в форме дифференцированного зачета. 


	2.2. Тематические план и содержание учебной дисциплины 
	


	Наименование разделов и тем
	Содержание учебного материала, лабораторные и практические работы, самостоятельная работа обучающихся
	Объем часов
	Уровень освоения

	Раздел 1
	Безопасность личности, общества и государства в условиях ЧС
	28
	

	Тема 1.1

Классификация и характеристика ЧС.

	Содержание 
	2
	2

	
	Чрезвычайные ситуации (ЧС) мирного и военного времени, природного, техногенного и социального характера. Основные виды потенциальных опасностей и их последствия в профессиональной деятельности и быту, принципы снижения вероятности их реализации.
	2
	

	
	Домашнее задание: Чтение и анализ литературы [1] стр. 16 – 46
	

	Тема 1.2

Прогнозирование ЧС
	Содержание
	8
	2

	
	Прогнозирование ЧС. Теоретические основы прогнозирования ЧС. Прогнозирование развития событий и оценки последствий при техногенных ЧС и стихийных явлениях, в том числе в условиях противодействия терроризму как серьезной угрозе национальной безопасности России.
	2
	

	
	Домашнее задание: Чтение и анализ литературы [1] стр. 16 – 46
	

	
	Практические занятия
	6
	

	
	1. Оценка опасности аварии с выбросом АХОВ
	
	

	
	2. Оценка радиационной обстановки
	
	

	
	3. Применение первичных средств пожаротушения
	
	

	Тема 1.3

Обеспечение устойчивости функционирования объектов экономики
	Содержание 
	2
	2

	
	Общие понятия об устойчивости объектов экономики в ЧС. Принципы обеспечения устойчивости объектов экономики. Основные мероприятия, обеспечивающие повышение устойчивости объектов экономики. 
	2
	

	
	Домашнее задание: Чтение и анализ литературы [1] стр. 94 – 102
	

	Тема 1.4

Оказание первой помощи пострадавшим
	Содержание
	6
	2

	
	Условия труда, причины травматизма на рабочем месте. Порядок и правила оказания первой помощи пострадавшим в ЧС.
	2
	

	
	Домашнее задание: Чтение и анализ конспекта лекций
	

	
	Практические занятия
	4
	

	
	4. Отработка навыков оказания первой помощи пострадавшим в ЧС при кровотечениях, травмах опорно-двигательного аппарата, отравлениях, ожогах.
	
	

	
	5. Отработка навыков оказания первой помощи пострадавшим в ЧС при остановке сердца.
	
	

	Тема 1.5

Чрезвычайные ситуации военного характера
	Содержание
	2
	2

	
	Чрезвычайные ситуации военного характера, которые могут возникнуть на территории России в случае локальных вооруженных конфликтов или ведения широкомасштабных боевых действий. Современные средства поражения.
	2
	

	
	Домашнее задание: Чтение и анализ литературы [1] стр. 51 – 93
	

	Тема 1.6

Гражданская оборона – составная часть обороноспособности России
	Содержание
	8
	2

	
	Гражданская оборона, её структура. Задачи и основные мероприятия гражданской обороны. Способы защиты населения от оружия массового поражения.
	2
	

	
	Домашнее задание: Чтение и анализ литературы [1] стр. 51 – 93
	

	
	Практические занятия
	6
	

	
	6. Подготовка инженерных сооружений для защиты населения от ЧС
	
	

	
	7. Организация получения и использования средств индивидуальной защиты
	
	

	
	8. Расчет сил и средств для выполнения аварийно-спасательных работ
	
	

	Раздел 2
	Обеспечение военной безопасности государства. Основы военной службы.
	41
	

	Тема 2.1

Национальная безопасность Российской федерации
	Содержание 
	2
	2

	
	Обеспечение национальной безопасности РФ. Национальные интересы России. Основные угрозы национальной безопасности РФ. Терроризм как серьезная угроза национальной безопасности России.
	2
	

	
	Домашнее задание:Чтение и анализ литературы [1] стр. 102 – 104
	

	Тема 2.2

Краткая история Вооруженных Сил Российской Федерации
	Содержание
	3
	2

	
	Самостоятельная работа обучающихся
Организация ВС Московского государства в XIV-XV веках. Военная реформа Ивана Грозного в середине XVΙ века. Военная реформа Петра Ι, создание регулярной армии, ее особенности. Военные реформы в России во второй половине XΙX века, создание массовой армии. Создание Советских Вооруженных сил, их структура и предназначение. Победа в ВОВ. Вооруженные Силы Российской Федерации, основные предпосылки проведения военных реформ.
	3
	

	Тема 2.3

Вооруженные Силы РФ - основа обороны нашего государства
	Содержание
	2
	2

	
	Современная структура Вооруженных Сил РФ. Виды ВС и рода войск, их предназначение и вооружение. Другие войска, их состав и их предназначение.
	2
	

	
	Домашнее задание: Чтение и анализ литературы [1] стр. 105 – 114
	

	Тема 2.4

Правовые основы военной службы
	Содержание 
	2
	2

	
	Конституция РФ, федеральные законы «Об обороне», «О воинской обязанности и военной службе», «О статусе военнослужащих». Военная служба – особый вид федеральной государственной службы. Общевоинские уставы. Статус военнослужащего, права и свободы военнослужащего.
	2
	

	
	Домашнее задание: Чтение и анализ литературы [1] стр. 102 – 105
	

	Тема 2.5

Воинская обязанность, ее основные составляющие
	Содержание
	2
	2

	
	Воинская обязанность, её основные составляющие. Воинский учет, обязательная подготовка к военной службе, организация и порядок призыва граждан на военную службу, пребывание в запасе, военные сборы в период пребывания в запасе
	2
	

	
	Домашнее задание: ФЗ «О воинской обязанности и военной службе», раздел I - IV
	

	Тема 2.6

Военная служба по контракту
	Содержание
	2
	2

	
	Организация и порядок поступления на военную службу по контракту. Прохождение военной службы по контракту.
	2
	

	
	Домашнее задание: ФЗ «О воинской обязанности и военной службе», раздел V
	

	Тема 2.7

Прохождение военной службы по призыву
	Содержание
	6
	2

	
	Особенности военной службы. Сроки военной службы, военная присяга, воинские должности, воинские звания, обязанности военнослужащих
	2
	

	
	Военно-учетные специальности, соответствующие профилю подготовки учебного заведения, их вооружение и оснащение. Область применения получаемых профессиональных знаний при исполнении обязанностей военной службы.
	2
	

	
	Домашнее задание: Чтение и анализ литературы [1] стр. 114 – 121
	

	
	Практические занятия
	2
	

	
	9. Составы военнослужащих, воинские звания. Взаимоотношения между военнослужащими.
	
	

	Тема 2.8

Требования воинской деятельности
	Содержание
	6
	2

	
	Требования воинской деятельности, предъявляемые к физическим, психологическим и профессиональным качествам   военнослужащего. Психологическая адаптация молодого солдата (матроса) к условиям военной службы. Сущность и особенности воинского коллектива. 
	2
	

	
	Пути и методы бесконфликтного общения и саморегуляции в повседневной деятельности и в экстремальных условиях прохождения военной службы. Воинская дисциплина, ее роль значение в деле укрепления высокой боевой готовности подразделений и частей.
	2
	

	
	Домашнее задание: Чтение и анализ литературы [1] стр. 114 – 121
	

	
	Практические занятия
	2
	

	
	10. Изучение УК РФ, глава 33 «Преступления против военной службы». Ответственность военнослужащих за правонарушения.
	
	

	Тема 2.9

Боевые традиции ВС РФ
	Содержание
	6
	2

	
	Боевые традиции Вооруженных Сил России. Патриотизм и верность воинскому долгу - основные качества защитника Отечества. Дружба, войсковое товарищество - основы боевой готовности частей и подразделений. 
	2
	

	
	Символы воинской чести. Боевое знамя воинской части - символ воинской чести, доблести и славы. Ордена - почетные награды за воинские отличия и заслуги в бою и военной службе. Ритуалы Вооруженных Сил Российской Федерации.
	2
	

	
	Домашнее задание: Чтение и анализ литературы [1] стр. 121 – 125
	

	
	Практические занятия
	2
	

	
	11. Презентация и обсуждение тематики и идеи художественного фильма о Великой Отечественной войне «Звезда» на круглом столе.
	
	

	Тема 2.10

Огневая подготовка
	Содержание
	6
	2

	
	Назначение, боевые свойства и устройство автомата Калашникова АК-74 и ручных гранат. Разборка-сборка АК-74, снаряжение магазина. Порядок стрельбы из АК-74. Меры безопасности при обращении со стрелковым оружием и боеприпасами.
	2
	

	
	Практические занятия
	4
	

	
	12. Изучение устройства и порядок разборки-сборки АК-74
	
	

	
	13. Стрельба из пневматической винтовки
	
	

	Тема 2.11

Тактическая подготовка
	Содержание
	4
	2

	
	Обучение личного состава подготовке и ведению боя. Организация и вооружение мотострелкового отделения. Отделение в наступлении и обороне. Обязанности солдата в бою.
	2
	

	
	Практические занятия
	2
	

	
	14. Изучение боевой техники и вооружения ВС РФ (экскурсия в Парк Победы к экспозиции боевой техники)
	
	

	
	Всего:
	69
	


Для характеристики уровня освоения учебного материала используются следующие обозначения:
1. – ознакомительный (узнавание ранее изученных объектов, свойств);

2. – репродуктивный (выполнение деятельности по образцу, инструкции или под руководством);

3. – продуктивный (планирование и самостоятельное выполнение деятельности, решение проблемных задач).

3. УСЛОВИЯ РЕАЛИЗАЦИИ ПРОГРАММЫ ДИСЦИПЛИНЫ

3.1. Требования к минимальному материально-техническому обеспечению

Реализация программы дисциплины требует наличия учебного кабинета безопасности жизнедеятельности, спортивного зала.

Оборудование учебного кабинета:

- Стол учительский -2 шт.

- Стул учительский -1 шт.

- Парты учебные -11 шт.

- Стул ученический – 8 шт.

- Шкаф – 3 шт.

- Доска -1 шт.


- Компьютерный стол – 1 шт.

Технические средства обучения:

- Компьютер в комп-те: R-Style Pentium 3,00GGh 512 Mb, монитор, клавиатура, мышь, колонки-1шт.

- Принтер Xerox3117 – 1 шт.

- Телевизор  AKAI-1 шт.

- Видеоплеер Panasonic SJ30 -1 шт.

- DVD Samsung -1шт.

- Проектор ACER1213 -1шт.

- Экран – 1 шт.

Оборудование спортивного зала:

- Столы тенисные – 4 шт.
- Инвентарь спортивный

- Площадка футбольная

- Площадка баскетбольная

- Массажер -1 шт.


        - Тир

3.2. Информационное обеспечение обучения 

Основные источники:

1. Косолапова, Н.В. Безопасность жизнедеятельности: учеб.для СПО. - / Н.В. Косолапова, Н.А. Прокопенко, Е.Л. Побежимова. – М.: ИЦ Академия, 2015. 

2. Сапронов Ю. Г. Безопасность жизнедеятельности: учебник. – 2-е изд., стер. – М.:Академия, 2014. – 336 с. (Среднее профессиональное образование). 

Дополнительные источники: 

1. Конституция Российской Федерации.

2. Трудовой кодекс РФ (последняя редакция)
2. Общевоинские уставы Вооруженных Сил Российской Федерации (последняя редакция).

3. Федеральные законы Российской Федерации: «О защите населения и территорий от чрезвычайных ситуаций природного и техногенного характера», «О статусе военнослужащих», «О воинской обязанности и военной службе», «О гражданской обороне», «Об обороне», «О днях воинской славы и памятных датах России», «Об альтернативной гражданской службе», «О противодействии терроризму» (последняя редакция)

Интернет ресурсы:

1. Безопасность жизнедеятельности: учебник для студ. среднего профессионального образования / В.П. Мельников, А.И. Куприянов, А.В. Назаров; под ред. проф. В.П. Мельникова — М.: КУРС: ИНФРА-М, 2017. — 368 с. - (Среднее профессиональное образование). Режим доступа: http://znanium.com/catalog.php?bookinfo.
2. Основы военной службы: Учебник / В.Ю. Микрюков. - 2-e изд., испр. и доп. - М.: Форум: НИЦ ИНФРА-М, 2015. - 384 с.: - (Профессиональное образование). Режим доступа: http://znanium.com/catalog.php?bookinfo.
3. Федеральный портал. Российское образование. – режим доступа: http://www.edu.ru(2012-2017)

4. Сайт Министерства обороны РФ. – режим доступа http://www.mil.ru(2012-2017)

5. Сайт МЧС РФ. – режим доступа http://www.mchs.ru(2012-2017)

4. КОНТРОЛЬ И ОЦЕНКА РЕЗУЛЬТАТОВ ОСВОЕНИЯ УЧЕБНОЙ ДИСЦИПЛИНЫ

Контроль и оценка результатов освоения учебной дисциплины осуществляется преподавателем в процессе проведения практических занятий и лабораторных работ, тестирования, а также выполнения обучающимися индивидуальных заданий, проектов, исследований.

	            Результаты обучения

(освоенные умения, усвоенные знания)
	Формы и методы контроля и оценки результатов обучения 

	Умения:
	

	- организовывать и проводить мероприятия по защите работающих и населения от негативных воздействий чрезвычайных ситуаций;
	Наблюдение за выполнением и оценка результата практических работ № 1- 9

	- предпринимать профилактические меры для снижения уровня опасностей различного вида и их последствий в профессиональной деятельности и быту;
	Наблюдение за выполнением и оценка результата практических работ № 1- 9

	- использовать средства индивидуальной и коллективной защиты от оружия массового поражения; 
	Наблюдение за выполнением и оценка результата практических работ № 7 – 9

	- применять первичные средства пожаротушения;
	Наблюдение за выполнением и оценка результата практической работы  № 3

	- ориентироваться в перечне военно-учетных специальностей  и самостоятельно определять среди них родственные получаемой специальности;
	Оценка отчета по выполнению практической работы  № 11

	- применять профессиональные знания в ходе исполнения обязанностей военной службы на воинских должностях в соответствии с полученной специальностью;
	Оценка отчета по выполнению практической работы  № 11

	- владеть способами бесконфликтного общения и саморегуляции в повседневной деятельности и экстремальных условиях военной службы;
	Наблюдение за выполнением и оценка результата практической работы  № 10 - 12

	- оказывать первую помощь пострадавшим;
	Наблюдение за выполнением и оценка результатов выполнения  практических работ № 5 – 6

	Знания:
	

	- принципы обеспечения устойчивости объектов экономики, прогнозирования развития событий и оценки последствий при техногенных чрезвычайных ситуациях и стихийных явлениях, в том числе в условиях противодействия терроризму как серьезной угрозе национальной безопасности России;
	Опрос по теме 1.3

Оценка отчетов по выполнению практических работ № 1- 9

	- основные виды потенциальных опасностей и их последствия в профессиональной деятельности и быту, принципы снижения вероятности их реализации;
	Опрос по теме 1.1, 1.4

Оценка отчетов по выполнению практических работ № 4 - 6



	- основы военной службы и обороны государства;
	Контрольная работа по темам 2.4, 2.5, 2.6, 2.7

Оценка отчета по самостоятельной работе 

	- задачи и основные мероприятия гражданской обороны; 
	Опрос по теме 1.6

Контрольное тестирование

	- способы защиты населения от оружия массового поражения;
	Оценка отчетов по выполнению практических работ № 7 – 9

	- меры пожарной безопасности и правила безопасного поведения при пожарах;
	Оценка отчета по выполнению практической работы № 3

	- организацию и порядок призыва граждан на военную службу и поступления на нее в добровольном порядке;
	Контрольная работа по темам 2.4, 2.5, 2.6, 2.7



	- основные виды вооружения, военной техники и специального снаряжения, состоящих на вооружении (оснащении) воинских подразделений, в которых имеются военно-учетные специальности, родственные специальностям СПО;
	Оценка отчета по выполнению практической работы № 11



	- порядок и правила оказания первой помощи пострадавшим.
	Решение тестовых заданий




Критерии оценки:

«Отлично» - теоретическое содержание курса освоено полностью, без пробелов, умения сформированы, все предусмотренные программой учебные задания выполнены, качество их выполнения оценено высоко.

«Хорошо» - теоретическое содержание курса освоено полностью, без пробелов, некоторые умения сформированы недостаточно, все предусмотренные программой учебные задания выполнены, некоторые виды заданий выполнены с ошибками.

«Удовлетворительно» - теоретическое содержание курса освоено частично, но пробелы не носят существенного характера, необходимые умения работы с освоенным материалом в основном сформированы, большинство предусмотренных программой обучения учебных заданий выполнено, некоторые из выполненных заданий содержат ошибки.

«Неудовлетворительно» - теоретическое содержание курса не освоено, необходимые умения не сформированы, выполненные учебные задания содержат грубые ошибки.
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